Milestone Viewing Guide
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1. Log in to your Wirepath IP camera to verify that these settings are correct before beginning.

Click ‘IP Settings’.

Enable RTSP Server.

Under ‘ONVIF’, select ‘'v2.20’.
Click ‘Apply’.
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Click ‘Config’ on the Live View screen to enter the Config menus.

IP Assignment
(_) DHCP
(®) Static
IP Address: 10.106.1.95
Subnet Magk: 255.255.265.0
Gateway: 10.106.1.1
DNS 0: 216.136.95.2
Port Assignment
Web Page Port: 80
HTTPS Port: 443
UPnP
UPnP: (® Enabled () Disabled

UPnP Port Forwarding: (") Enabled (@) Disabled

cxemarwen ot

External HTTPS Port: 443
External RTSP Port: 554
RTSP Setti
RTSP Server: (® Enabled) () Disabled
RTSP Port: 554
RTP Start Port: 5000 [1024..9997]
RTP End Port: 9000 [1027..10000]
Multicast Setting (Based on the RTSP Server)
Streaming 1:
IP Address: 234.5.6.78 [224.3.1.0 ~ 239.255.255.255]
Port: 6000 [1 ~ 65535]
TTL: 15 [1~ 255]
Streaming 2:
IP Address: 234.5.6.79 [224.3.1.0 ~ 239.255.255.255]
Port: 6001 [1 ~ 65535]
TIL: 15 [1 ~ 255]
ONVIE

Owio1 () Disabled

Security: ® Enabled () Disabled

RTSP Keepalive: (® Enabled () Disabled
Bonjour

Bonjour: ()Enabled (@) Disabled

Bonjour Name: (@00:0F:0D:25:5F:32

LLTD (Link Layer Topology Discovery)
LLTD: @ Enabled () Disabled

HTTPS Setting
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2. Open the Milestone XProtect Software. In the left-hand navigation panel, expand the ‘Surviellance Server’ tree,
and then ‘Advanced Configuration’. Right-click ‘Hardware Devices’, and select ‘Add New Hardware Device’.
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3. Select ‘Scan for Hardware'.
i
Add Hardware
How do you want to add new hardware?
Scan for hardware
X Protect will scan your netwaork for available hardware. You can extend the scan to inc
other networks. When the scan is complete, select which hardware you want to add.
Manually specify the hardware to add
Use this option if you know the IP addresses of the hardware you want to add. You can
type the IP addresses manually or import them from a comma-separated values (C35V)
4, Check ‘Scan Local Network’ and click ‘Next’.

Add Hardware

Where do you want XProtect to scan for hardware devices?
If you want to use cameras or other devices cutside your local network, you can add additional [P addresses or !

Scan local netwaork

d° Add the IP addresses or IP ranges to be scanned

Previous | [ Nea || cCancel |
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5. Uncheck ‘All Manufacturers’. Check ‘ONVIF’, then click ‘Next'.

Add Hardware =5

Scan only for hardware from certain manufacturers

Scanning for hardware devices may take several minutes. You can reduce the time by only selecting the manufacturer(s) of the devices
you want to add.

All manufacturers ¥

%Aﬁ manufacturers

360 Vision D
ACTi

ADAM

Apromedia

Arecont

AVS

s :
. furer's default user credentials when scanning for cameras, If you have changed the user name
R lld add them to this list: User name and password.

Basler

| ONvIF -

%DNWF - :
Previous 1 | Next I [ Cancel
—|E¥Optelecom

[C] Optex

[C] Panasonic

] Pelco

[C] Pixord

[T] ProVideo |j
[] psia

[7] Razberi

["] Samsung b

6. If the IP cameras are found, skip to step 7. If not, select ‘Add New Hardware Device’ from step 2, select ‘Manu-
ally specify the hardware to add’ then proceed to step 7.

7. Select the device, or manually fill in the IP address, username, and password.
Note: For Wirepath IP cameras, the default username is ‘admin’, and the default password is ‘admin’.

Add Hardware

Type IP addresses

Type the IP addresses of the hardware you want to add to your system or import the information from a comm
file. You can speed up the scanning process by selecting the manufacturen(s) of the devices you want to add.

IP Address Port User Mame Password Driver
192.168.1.100 8D | Scimiin sssusl [Aum,dm v]
IP Address 80 «<default= [.Auto-—detect vl
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8. Verify your information is correct. Status should display ‘Connected’.

Verification process completed.

IP Address Port Uzer Mame Pazsword Driver Status
192.168.1.100 a0 admin - ::DN‘-."IF Conformant Dev - _
9. Click ‘Save’, and view the connected camera by expanding the ‘Hardware Devices’ tree, ‘Hardware Device 1’

tree, and then select ‘Camera 1'.

0 You have made changes to the configuration. Save the changes to apply them to the Diie
B2 XProtect Go
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10.  To verify correct motion detection settings for the newly added camera, click ‘Open’.

File Services Wizards Options Help
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(1 {) Hardware Device 1
=
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11.  Click ‘Recording Properties’. Check ‘Built-in motion detection’ to record only when motion events occur.

-
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Recarding and Archiving Paths
Event Motification

Output

Maotion Detection
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360 Lens

[

Now the cameras are ready to record and monitor at your convenience. If you have any questions or need further
assistance with the Xprotect software, contact Milestone for support. For any questions directly related to Wirepath
products, contact SnapAV Tech Support.

Recording

Recording settings:

() AMways

(71 MNewer

i@ Conditionalty
Buitt-in motion detection
[] Ewent

[] Enable pre-recording

Enable postrecording

@

|- Corfigure events -

(O second(s
3 second|(s)

OK || Cancel

Contacting Tech Support:
Phone: (866) 838-5052

E-mail: support@snapav.com
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